Data Sharing                                                                                                                                          

 The Data Protection Act 1998 requires every organisation that processes personal information to register with the Information Commissioner’s Office (ICO), unless they are exempt. Failure to do so is a criminal offence. All childcare providers that process information in any way, this can include taking pictures of children on mobile phones or cameras, has to be registered with the ICO. There is a checker available on the ICO website allowing you to find out if you are exempt from registration. This can be accessed at https://ico.org.uk/
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The EU General Data Protection Regulation or “GDPR” is the most important change to data protection and privacy law in two decades. It was approved by the EU Parliament in April 2016 and came into force in the UK on 25th May 2018. The GDPR replaced the Data Protection Act 1998 and, while it is similar to the 1998 Act in many ways, it is a great deal more modern, taking into account major advances in science and technology. 
GDPR information can be accessed at https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/
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GDPR- What is it and what do you need to do? 
GDPR affects all businesses across the EU including small businesses and sole-traders such as childminders. The regulation imposes some big data protection changes, you must take the time to consider the processes that are used to collect, process and manage personal information you gain from staff and parents/carers. The Information Commissioner’s Office (ICO) has some helpful free guidance on their website. 

An overview of the requirements relating to GDPR can be accessed via the following link:
https://ico.org.uk/media/for-organisations/data-protection-reform/overview-of-the-gdpr-1-13.pdf
Most professional organisations such as the National Day Nurseries Association (NDNA) or the Professional Association of Childcare and Early Years (PACEY), have produced guidelines relating to GDPR and the legal responsibilities early years settings must undertake in relation to this.
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When and how to share Information
It is important you are confident about when and when not to share information in regard to safeguarding in the early years sector. The government's guidance on information sharing and safeguarding is called “Information Sharing: Advice for practitioners providing safeguarding services to children, young people, parents and carers” (2018). This can be found at  https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/721581/Information_sharing_advice_practitioners_safeguarding_services.pdf 

This highlights seven golden rules:
1. The General Data Protection Regulations 2018 and human rights law are not barriers to justify information sharing but provide a framework to ensure that personal information about individuals is shared appropriately.
2. Be open and honest with the person (and/or their family where appropriate) from the outset about why, what, how and with whom information will, or could be shared, and seek their agreement, unless it is unsafe or inappropriate to do so.
3. Seek advice from other practitioners if you are in any doubt about sharing the information concerned, without disclosing the identity of the person where possible.
4. Share with consent where appropriate and, where possible, respect the wishes of those who do not consent to share confidential information.  You may still share information without consent, if in your judgment; there is good reason to do so, such as where safety may be at risk.
5. Base your information sharing decisions on considerations of the safety and well-being of the person and others who may be affected by their actions.
6. Ensure that the information you share is necessary for the purpose for which you are sharing it, is shared only with those people who need to have it, is accurate and up-to-date, is shared in a timely fashion, and is shared securely.
7. Keep a record of your decision and the reasons for it – whether it is to share information or not.  If you decide to share, then record what you have shared, with whom and for what purpose. If a decision is made not to share you should record it, and explain the reasoning.
It is important that we do not let concerns about sharing information stand in the way of protecting children who may be at risk of abuse or neglect

Advice and support can also be provided by the ICO.

[image: C:\Users\fahyjm\AppData\Local\Microsoft\Windows\Temporary Internet Files\Content.Outlook\PBLL4NVB\WIRRALLogo (2).jpg][image: ]                                                                                                                                                                                                                                                                                                                                                       
                          		           	 
image2.jpeg




image3.jpeg




image1.jpeg




image4.jpeg




image5.png
Child
Can...




